
 
 
NOTE THE CHANGING SETTINGS FOR NETWORK CONNECTIONS  
  
 
 
Listed below are the addresses and ports to which you must allow access in the firewall for 
the payment terminal to function. 
 
We recommend using DNS names where possible: 
 

• slave1.screenway.com 
• slave2.screenway.com 
• update.screenway.com 
• varma1.manison.fi 
• varma2.manison.fi 
• varma3.manison.fi 

 
Or, alternatively, opening the entire Nets Internet address book to the firewall:  
 

• 217.30.183.119/32 
• 80.95.130.83/32 
• 83.150.127.3/32 
• 212.226.157.224/27 
• 194.136.8.64/27 
• 194.100.153.224/27 

 
If these cannot be used, the mandatory IP addresses to which access must be allowed 
are listed below:  
 

• 217.30.183.119 – transfer of transactions, verifications and software downloads 
• 80.95.130.83 – transfer of transactions, verifications and software downloads 
• 83.150.127.3 – transfer of transactions, verifications and software downloads 
• 212.226.157.252 – transfer of transactions, verifications and software downloads 
• 212.226.157.253 – transfer of transactions, verifications and software downloads 
• 194.136.8.94 – transfer of transactions, verifications and software downloads 
• 194.100.153.254 – transfer of transactions, verifications and software downloads 

 
• TCP port: 8892 (allow only outbound)  
• TCP port: 80 (allow only outbound) 
• TCP port: 443 (allow only outbound) 

 
 
Kind regards, 
 
 
Nets Payment Terminal Support 
 
tuki-fi@nets.eu 
 
+358 (0)600 414 243 (€1.31/min + local call charge/mobile call charge) 
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